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Have a safe and secure Holiday 

Home Security for the Holidays 

 Be extra cautious about locking doors and windows when 
you leave the house, even for a few minutes. 

 When leaving home for an extended time, have a neigh-
bor or family member watch your house and pick up your 
newspapers, mail (or stop at post office) and even take 
trash cans in/out at the curb. 

 Indoor and outdoor lights should be on an automatic timer. 

 Leave a radio or television on so the house looks and 
sounds occupied. 

 Large displays of holiday gifts should not be visible 
through the windows and doors of your home. 

 When setting up a Christmas tree or other holiday display, 
make sure doors and passageways are clear inside your 
home. 

 Be sure your Christmas tree is mounted on a sturdy base 
so children, elderly persons or family pets cannot pull it 
over on themselves. 

 If you use lights on your Christmas tree ensure the wiring 
is not damaged or frayed. Frayed or damaged wiring can 
cause a fire. 

 Place your Christmas tree in water or wet sand to keep it 
green. 

Cyber Tips for Social Media 
 
Tis the season for sharing, but when it comes to social 
networking, some people may share too much about 
their whereabouts and the gifts they’ll give.  
 
1. Change Account Settings – The simplest and most 
effective way to stay aloof online is to update your 
account settings within all of your social media apps, 
as well as on all of your electronic devices that you use 
to post. 
 

 Turn off your location services (geotagging) for 
camera and photos.  

 Change your privacy settings within each social 
media app to limit your posts’ exposure.  

 Edit what your friends/followers are allowed to 
post on your timeline or tag you in their own 
posts. Postpone accepting friend requests until 
after the holidays, unless you are expecting one 
from a family member or close friend.  

 
2. Limit Posting – While we encourage you to unplug 
through the holidays, you may still find yourself surf-
ing news feeds and wanting to post occasionally about 
your own holiday cheer. 
 

 Definitely avoid posting your travel plans and 
photos telling the world you are not home. 

 If you’re staying in town, avoid posting about 
your holiday events/festival plans. It only takes a 
few minutes to burglarize home.  

 Don’t check-in! You might be really excited about 
attending a big event, but posting it to the public 
can wait until you are home. 

Just Unplug. 
The safest way to protect yourself 

from potential holiday cyber crime, is 
to simply unplug! Just sit back and 
enjoy a truly wireless holiday break. 

Picture the scene: The presents have been unwrapped, the gizmos and 
gadgets are ready to be played with, but the living room looks like the   
aftermath of a Christmas war. You’re tempted to stack the boxes and  
packaging at the curb just to claim your living room back. Stop! You don’t 
want to advertise those awesome gifts to shady characters circling the 
block looking for their next score. 

    OR 

NOT 
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Online Shopping Tips 

Do not use public Wi-Fi for any shopping activity. 

Public Wi-Fi networks can be very dangerous. To help stay secure, you should always 

be on the lookout for the lock symbol on your webpage. Never bank from public Wi-Fi. 

One-time use credit card numbers. 

This one-time number is associated with your account and can be used in place of your 

credit card number. Check with your credit card company or bank to see if they have 

this option available. 

Check out as a guest. 

By checking out as a guest, you prevent the online retailer from storing your personal 

account and financial information. This minimizes the amount of information that could 

be lost if the retailer is compromised.  


